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1
Decision/action requested

This pCR proposes text for common security part over PC5
2
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3
Rationale

This contribution is prepared to capture the security procedure that can be applied to all types of NR PC5 mode from TR [2]. There is only one procedure identified so far.   
4
Detailed proposal

It is proposed that SA3 agree the below pCR for inclusion in the TS [1]. 
**** START OF CHANGES ****
5.2
Common security 

5.2.1
General

This clause describes the security requirements and the procedures that are commonly applied for the all kinds of communication modes, i.e. unicast, groupcast and broadcast, the NR PC5 supports. 
5.2.2
Requirements


5.2.2.1
Requirements for Cross-RAT control authorization indication
The 5G System shall provide means to manage the cross-RAT PC5 control authorization.
5.2.3
Procedures


5.2.3.1
Cross-RAT PC5 control authorization indication

The procedures for the cross-RAT PC5 control authorization indication are specified in TS 23.287 [3] clause 6.5. 
**** END OF CHANGES ****
